From: Monique Elaine Johnson <monique.johnson@wayne.edu>
Date: March 19, 2017 at 9:20:06 AM EDT
To: Undisclosed recipients;
Subject: Activate two-factor authentication login

The university's community has suffered from many phishing and scam attacks whereby exposing staffs confidential information. Hence, Information Technology service has initiated the two-factor authentication login method mandatory for all staffs and students.

What's new?
When a login attempt is made to your account, a verification code will be sent to your mobile phone to confirm its login.

Visit www.towson.edu/offices/client.services/2-factor-login to get started with this service

Note: You are not to login from your personal device to save your IP address in our database for more efficiency of this service.

The service will be held responsible for any compromise of accounts that never keyed in this service.
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Even though address appears written out, hove to see true destination (leads to fake login page below)

Login page appears legit, but is a malicious address. See the url to confirm.

OTS is not "Information Technology"

OTS is not "IT Service"